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Abstract

This paper considers simultaneous wireless information and power transfer (SWIPT) mechanisms in a relaying-
assisted ultra-reliable low latency communication network operating with finite blocklength (FBL) codes. The
reliability of the network is maximized by the optimal selection of SWIPT parameters under both a power splitting
(PS) protocol and a time switching (TS) protocol. In addition, we propose a protocol to improve the reliability
performance by introducing a tradeoff between the PS and TS protocols. To further improve the reliability, a joint
design is provided, which aligns the optimal selection of SWIPT parameters together with a blocklength allocation
between two relaying hops. Via simulations, we validate our analytical model and show that the proposed algorithm
achieves the same performance as that obtained with exhaustive search. In addition, we evaluate the considered
network, and characterize the impact of blocklength, transmit power and packet size on the reliability of the
considered SWIPT-enabled relaying network. Finally, the performance advantages of the proposed protocol (in
comparison to the PS and TS protocols) and the proposed joint designs are investigated.
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I. INTRODUCTION

Future wireless networks are expected to provide high data rate and low energy consumption while
guaranteeing different levels of reliability and latency requirements [1], [2]. In particular, there has recently
been significant interest in having wireless links to support ultra reliable and low latency communication
(URLLC)1 services as relevant in several applications in the Internet of Things (IoT) [4] involving,
e.g., haptic feedback in virtual/augmented reality, industrial automation, tactile internet, and E-health.
A common characteristic of the IoT scenarios is the energy supply limitation, i.e., IoT devices are usually
powered by limited battery energy and the batteries are costly or impratical to be replaced regularly [5].
To address this issue, integrating energy harvesting (EH) technologies into communication networks can
be applied to prolong the IoT network lifetime [5], [6] by replenishing the energy from various sources,
e.g., solar, wind, vibrations, and radio frequency (RF) radiation. Among such energy sources, RF radiation
is of particular interest as the source can send signals carrying both energy and information at the same
time [7], thus enabling simultaneous wireless information and power transfer (SWIPT). In particular, it has
been shown that relay-assisted SWIPT significantly improves the overall transmission performance [8],
[9].

Typically, two protocols have been proposed for SWIPT networks [10], namely, power splitting (PS)
and time switching (TS). In [11], PS and TS protocols have been applied in relaying networks, by
letting the relay harvest energy from the source and then forward the data packet to the destination. The
outage probability of a SWIPT-enabled relaying network is determined considering these two protocols
in [11]. In addition, the reliability performance has been studied in a multi-user decode-and-forward
(DF) relaying network in [12]. The SWIPT performance is studied in [13] under the assumption of
imperfect channel information. In [14], the error probability of SWIPT protocols has been investigated
in a large-scale relay network. In addition, the outage probability is minimized in [15] subject to a total
energy consumption constraint. However, all the above-mentioned studies on the SWIPT-enabled relaying

1Different from the specific URLLC traffic defined in 5G [3], in this work the URLLC is a general concept of all types of wireless
communications with ultra reliable and low latency requirements.
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network are performed under the ideal assumption of communicating arbitrarily reliably at Shannon’s
channel capacity, i.e., codewords are assumed to be infinitely long.

In the finite blocklength (FBL) regime, i.e., under the assumption of FBL, data transmissions are not
arbitrarily reliable. Especially when the blocklength is short, the error probability becomes significant
even if the coding rate is below the Shannon limit. Taking this into account, an accurate approximation
of the achievable coding rate under the FBL assumption for an additive white Gaussian noise (AWGN)
channel was derived in [16] for a single-hop transmission system. Subsequently, the initial work for
AWGN channels was extended to Gilbert-Elliott channels [17] and quasi-static fading channels [18], [19].
In our previous work [20]–[22], the FBL performance (the performance level achieved under the FBL
assumption) was generally determined for a relaying network without applying SWIPT mechanisms, i.e.,
the relay does not perform EH and hence consumes its own energy for forwarding data to the destination.
On the other hand, it is of much interest to analyze the FBL performance of SWIPT-enabled relaying in a
URLLC network, and determine the role of resource overhead for energy transfer and energy loss during
the SWIPT process. With such a motivation, the FBL performance of EH and SWIPT network is studied
recently. The achievable data rate of a point-to-point transmission with an energy harvesting transmitter was
characterized for a noiseless binary communications channel [23]. For a point-to-point SWIPT network,
the data rate and delay performance [24], the FBL throughput [25] and the error probability [26] of a
point-to-point SWIPT network have been studied. The energy supply probability [27] and the achievable
throughput [27], [28] have been addressed for the SWIPT-enabled DF relaying network with FBL codes.
The outage probability and the throughput of amplify-and-forward relaying under TS or the PS protocols
have been derived in [29]. However, the optimal transmission design, especially the optimal resource
allocation, for SWIPT-enabled DF relaying networks under either the TS or the PS protocol has not been
addressed so far in the FBL regime.

In this work, we consider a SWIPT-enabled DF relaying network operating with FBL codes, in which
the source sends information and energy simultaneously to a relay, and the relay subsequently forwards
the received data to D powered by the harvested energy. The relay is assumed to be able to work in
both the PS and TS modes. Our aim is to minimize the overall error probability in the FBL regime. The
contributions of this paper can be further detailed as follows:
• We determine in the FBL regime the reliability performance of a SWIPT-enabled relaying network

considering both PS and TS protocols. Moreover, we provide a design framework to optimize the
reliability performance by optimally choosing the SWIPT parameters (either the PS ratio or the
TS interval) for these two protocols, after proving the convexity of the corresponding optimization
problems. In particular, we show that under the PS protocol the overall error probability is convex
in the PS ratio and the blocklength of the first hop of relaying, and also prove that under the TS
protocol the overall error probability is convex in the blocklength decisions for the energy harvesting
phase and the first hop (data transmission) of relaying.

• Moreover, to further improve the reliability of the considered network, we propose a joint SWIPT
protocol which introduces a tradeoff between the PS protocol and the TS protocol. Under the proposed
protocol, we also determine the reliability performance in the FBL regime. In particular, an optimal
design by scheduling the SWIPT parameters (both the PS ratio or the TS interval) is provided for
the proposed tradeoff protocol.

• Furthermore, a joint design on the considered SWIPT-enabled relaying network is then proposed to
improve the reliability one step further, which aligns the above optimal selection of SWIPT parameters
together with a blocklength allocation between the two hops of relaying.

• Via simulations, we demonstrate the performance advantages of the proposed protocol and identify
the impact of coding blocklength and packet size on the reliability of the considered SWIPT-enabled
relaying network. In addition, it is shown that the proposed algorithm achieves the same performance
as that attained with exhaustive search. Furthermore, the performance advantages of the proposed
protocol (in comparison to the PS and TS protocols) and the proposed joint designs are investigated.

The remainder of the paper is organized as follows: In Section II, we describe the system model and
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briefly provide the background on the FBL regime. In addition, the general problem statements are also
provided at the end of the section. In Section III, we first study the PS and TS protocols and minimize
the overall error probability in the FBL regime under the two protocols. Subsequently, we propose a joint
TP-S protocol and minimize the corresponding overall error probability. To further improve the reliability
of the considered network, a joint optimal design is provided in Section IV, where both the SWIPT
parameter selection and blocklength allocation between two relaying hops are jointly considered in the
design. We provide our simulation results in Section V and finally conclude the paper in Section VI.

II. PRELIMINARIES

In this section, we first describe the system. Subsequently, the FBL performance model of a single hop
transmission is reviewed. Finally, we state the problem for minimizing the overall error probability of the
considered network.

A. System Description
We study a dual-hop relaying system with a source S, a DF relay R and a destination D, as shown in

Fig. 1. A data packet at S with (a potentially considerable size of) k bits needs to be transmitted to D
while satisfying URLLC requirements. We consider the scenario [28]–[31] where the channel between S

Fig. 1. An example of the considered network.

and D is weak, e.g., the line of sight (LOS) communication is infeasible, and information transfer must
rely on R. In particular, S provides energy supply for the transmisison from R to D by applying SWIPT
protocols. The system operates in a time-slotted fashion, where time is divided into frames. The length
of each frame is L +M symbols, including an initialization period with a length of L symbols and a
transmission period with a length of M symbols. The initialization period is used for CSI acquisition and
beacon transmission (i.e., including the decision of SWIPT parameter selection and blocklength allocation)
while the data (and power) transmission is performed in the transmission period. In addition, each frame
corresponds to T = (L +M)Ts seconds, where Ts denotes a symbol duration. In a transmission period,
the source is required to transmit the data packet to D with the help of R. Within the transmission period,
R first harvests energy and receives information from the source. Our system model follows the proper
Gaussian signaling, with which the energy conversion efficiency η ∈ (0, 1) is constant in the data coding
rate. If R decodes the data packet successfully, it forwards the data packet to D in the subsequent hop
using the harvested energy.

We denote by ϕ1 and ϕ2 the path-losses of the S-R link and the R-D link, respectively. In addition,
denote by Ps the transmission power at the source while the noise of the two links are represented by δi
and with powers σ2

i , i = 1, 2. Hence, the received signals at R and D can be expressed as

y1 =
√
Psϕ1x1h1 + δ1 , (1)

y2 =
√
Prϕ2x2h2 + δ2 , (2)

where Pr is the transmit power at R, which is subject to the harvested energy at the R. In addition,
x1 and x2 are the transmitted signals from R and S. These two signals carry the same data but may
be with different blocklengths. Moreover, hi, i = 1, 2 are the channel coefficients of the two links. The
corresponding gains of the two channels are further expressed by zi = |hi|2, i = 1, 2. Finally, in this
work channels of the two links are assumed to be independent and experience quasi-static fading, i.e., the
channel state of each link is constant during one block, and varies independently to the next.

B. FBL performance model of a single-hop transmission
For AWGN channels, [16] derives a tight bound for the coding rate of a single-hop transmission system.

With blocklength n, block error probability ε and SNR γ, the coding rate (in bits per channel use) is
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given by r = 1
2
log2(1 + γ)−

√
(1− 1

(1+γ)2
)/2nQ−1 (ε) log2e+

O(log2n)
n

, where Q−1(·) is the inverse of the

Q-function given by Q(w) =
∫∞
w

1√
2π
e−t

2/2dt. In [19], the above result has been extended to a complex
channel model with received SNR γ, where the coding rate (in bits per channel use) is

r = R(γ, ε, n) ≈ C(γ)−
√
V

n
·Q−1(ε) , (3)

where C(γ) is the Shannon capacity given by C(γ)= log2(1 + γ). For a complex AWGN channel, V =(
1− 1

1+γ2

)
(log2 e)

2 as shown in [19]. Hence, for a single hop transmission with blocklength n and coding
rate r, the decoding (block) error probability at the receiver is given by

ε = P(γ, r, n) ≈ Q
(√ n

V
(C(γ)− r)

)
. (4)

In this paper, we apply the above approximations for investigating the FBL performance of the con-
sidered SWIPT system. As these approximations have been shown to be accurate for a sufficiently large
value of n [16], for simplicity we will employ them as the rate and error expressions in our analysis. In
the following, we first provide the problem statement and subsequently study the FBL performance of
SWIPT-enabled two-hop relaying networks.

C. Problem Statement
This work studies the FBL performance of a SWIPT-enabled relaying network. In particular, we are

interested in the design of a reliability-optimal system to support URLLC transmissions. On the one hand,
code blocklengths of transmission via each link are relatively short. On the other hand, the transmission
via each link is required to be reliable enough, i.e., the error probability is lower than a threshold εth,
where in general we assume εth � 10−1. Recall that the data packet likely has a considerable amount of
bits. Hence, it should be mentioned that an ultra reliable transmission cannot be guaranteed if the received
SNR at either R or D is extremely low, e.g., γi < γth = 0dB, i = 1, 2. In the considered work, as both
the S− R and R−D links have the LoS paths, this extremely low SNR case can be ignored, i.e., we
assume that γi ≥ γth = 0dB, i = 1, 2 always holds to facilitate the derivations in our analytical model. In
the following, we study and optimize the reliability of the considered network.

III. SWIPT PROTOCOLS IN THE FBL REGIME: RELIABILITY ANALYSIS AND OPTIMAL DESIGN

In this section, we study the FBL performance of a SWIPT-enabled relaying network under the PS
protocol, the TS protocol and a proposed joint protocol. In particular, for each protocol, the reliability
analysis is conducted first, and subsequently the reliability-optimal SWIPT parameters are characterized.

A. FBL Performance of SWIPT-Enabled Relaying under the PS Protocol
1) Reliability Analysis: As shown in Fig. 2, under the PS protocol, each transmission period consists

of two phases corresponding to the two hops of relaying. Each hop/phase has a length of n symbols.
The corresponding duration of each phase is given by nTs. Note that the total length of the transmission
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Fig. 2. Frame structure of information/data decoding (IT) and EH in a SWIPT-enabled relaying network under the TS protocol.

period is M symbols, i.e., we have 2n = M . In addition, the received signal at R in the first phase is
split such that a ρ ∈ [0, 1] fraction of the signal power is used for EH and the remaining 1 − ρ fraction
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of the power is used for data packet decoding. Therefore, the SNR of the received split signal at R used
for decoding the data packet is given by

γP,1 = β1(1− ρ) , (5)

where β1 is the channel quality indicator of the backhaul link, which does not depend on ρ. It is defined
as

β1 =
Psz1
ϕ1σ2

1

. (6)

The remainder of the RF power is converted to energy and is harvested by R. The amount of the harvested
energy is given by EP = nTs

ηρPsz1
ϕ1

, where η ∈ (0, 1) is the energy conversion efficiency. Based on the
harvested energy, R forwards the packet to D as long as R decodes the data packet successfully. Tthe
SNR of the signal received at D in the second phase is

γP,2 =
EPz2

nTsϕ2σ2
2

= ρβ2 , (7)

where β2 is channel quality indicator of the relaying link and can be expressed as

β2 =
ηPsz1z2
ϕ1ϕ2σ2

2

. (8)

Recall that the packet size is fixed as k. Hence, the coding rate (in bits/symbol) of each phase is given
by r1 = r2 = k/n. According to (4), error probabilities of the first and the second hops are given by
εP,1 = P(γP,1, k/n, n) and εP,2 = P(γP,2, k/n, n), respectively. Then, the overall error probability of the
two-hop transmission under PS is

εP,O = εP,1 + (1− εP,1)εP,2 = εP,1 + εP,2 − εP,1εP,2 . (9)

It is clear that for a given k and a given n, εP,1 and εP,1 are fully determined by γP,1, γP,2. Note that γP,1

and γP,2 are functions of ρ. As a result, εP,1 and εP,1 as well as εP,O actually are strongly influenced by
the choice of ρ.

2) Optimal Design: According to (9), the reliability of the two-hop transmission is determined by εP,1

and εP,2 which, as noted above, depend on ρ. Therefore, we provide an optimal design in this subsection
to minimize this overall probability by optimally selecting ρ. Recall that we consider a network supporting
URLLC transmissions, where the reliability constraint in terms of SNR is given by γi ≥ γth ≥ 0 dB,
i = 1, 2. Hence, the optimization problem under the PS protocol can be stated as follows

min
ρ

εP,O (ρ)

s.t. γP,i ≥ γth, i = 1, 2;
0 < ρ < 1 .

(10)

Then, we provide the following key proposition for solving the Problem (10) .

Proposition 1. Under the constraint γP,i ≥ 1, i = 1, 2, for given n, εP,1 and εP,2 are convex in ρ,
ρ ∈ (0, 1). Under the assumption that each link is sufficiently reliable and the error probability for
each link is sufficiently small such that εP,O ≈ εP,1 + εP,2

2, the overall error probability εP,O of the
SWIPT-enabled relaying network with the PS protocol is convex in ρ, ρ ∈ (0, 1).

Proof. See Appendix A.

According to Proposition 1, Problem (10) can be efficiently solved by applying convex optimization
techniques.

2When the error probability for each link is sufficiently small, i.e., εP,i ≤ 10−1, i = 1, 2, we have εP,1 + εP,2 � εP,1 · εP,2. Hence,
εP,O ≈ εP,1 + εP,2.
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B. FBL Performance of SWIPT-Enabled Relaying under the TS Protocol
In this section, we consider the TS protocol whose structure of the transmission period is shown in

Fig. 3.
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Fig. 3. The structure of the transmission period (including the information/data decoding (ID) and EH) in a SWIPT-enabled relaying network
under the TS protocol.

1) Reliability Analysis: As shown in Fig. 3, under the TS protocol each transmission period has three
phases, which have blocklengths set as v, n, and n, respectively. In addition, we have v + 2n = M . In
the first phase, R performs as a pure EH receiver and harvests energy from the source. As the duration
of the first phase is vTs, the energy harvested by R in this phase under the TS protocol is given by

ET = vTs
ηPsz1
ϕ1

. (11)

Subsequently, R receives and decodes the data packet from the source in the second phase. Different from
the PS protocol, all the energy of the received signal in the second phase of the TS protocol is used for
information/data decoding. The corresponding SNR at R is given by γT,1 = β1 = Psz1

ϕ1σ2
1
. In other words,

R decodes the data based on this SNR γT,1. As the blocklength of each relaying hop is n = M−v
2

, the
decoding error probability is given by εT,1 = P(γT,1,

2k
M−v ,

M−v
2

). Therefore, with probability 1 − εT,1 R
decodes the packet successfully. Then, it forwards the packet to D in the last phase using the harvested
energy ET. Then, the received SNR at D is

γT,2 =
ETz2

nTsϕ2σ2
2

=
ηPsz1z2
ϕ1ϕ2σ2

2

v

n
= β2

v

n
= β2

2v

M − v
, (12)

where β2 is the channel quality indicator introduced in (8).
Therefore, the decoding error probability at D is εT,2 = P(γT,2,

2k
M−v ,

M−v
2

). Finally, the overall error
probability of the TS protocol, given by εT,O, can be determined based on (9) by replacing εP,i by εT,i, i =
1, 2. Obviously, εT,O is a function of v.

2) Optimal Design: The optimal design for the TS protocol is to minimize εT,O by determining the
optimal duration of the TS interval v. Hence, the optimization problem we consider for the TS protocol
is

min
v

εT,O (v)

s.t. γT,i ≥ γth, i = 1, 2;
v ∈ Z+, v ≤M .

(13)

Proposition 2. Under the constraint γT,i ≥ 1, i = 1, 2, εT,1 and εT,2 are convex in the TS interval v,
v ∈ (0,M). Under the assumption that εT,O ≈ εT,1+εT,2, the overall error probability εT,O is also convex
in v, v ∈ (0,M).

Proof. See Appendix B.

Based on the above Proposition 2, the relaxation of Problem (13) can be solved efficiently. We denote
the solution of the relaxed problem by v0 ∈ (0,M). If v0 is an integer, then the optimal solution of
the original problem provided in (13) is the same, i.e., v∗ = v0. However, it is more likely that v0 is
not an integer. Then, by comparing the values of εT,O at the neighboring nearest integers of the optimal
solution of the related problem, the solution of Problem (13) can be further determined. In particular, let
vceil = dv0e and vfloor = bv0c, where d·e and b·c are ceiling and floor functions, respectively. Then, the
optimal solution of the original problem is determined by v∗ = argmin

v∈{vceil,vfloor}
εT,O (v).
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C. Proposed PT-S Protocol
In the previous two subsections, the FBL performances of the SWIPT-enabled relaying network have

been addressed under PS and TS protocols. Actually, the key differences between PS and TS protocols
in the FBL regime are the following: The PS protocol splits the received power at R and therefore has
a lower SNR for decoding the data packet. In comparison to the PS protocol, the TS protocol provides
a relatively higher SNR but shorter blocklengths for data transmission, as shown in Fig. 2 and Fig. 3.
In other words, these two protocols make different decisions with respect to the tradeoff between the
SNR and the blocklength. According to (4), the error probability in the FBL regime is influenced by both
the blocklength and the SNR, which is different from the infinite blocklength (IBL) regime where the
reliability is only influenced by the SNR for a given coding rate. This motivates us to propose a joint
protocol, namely PT-S, to combine the advantages of both PS and TS protocols by striking a balance
between reducing the SNR and shortening the blocklength. We show the frame structure of the proposed
PT-S protocol in Fig. 4, where both the features of the PS and TS protocols can be found in this tradeoff
protocol.
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Fig. 4. The structure of the transmission period (including the information/data decoding (ID) and EH in a SWIPT-enabled relaying network
under a PT-S protocol.

1) Reliability Analysis: As shown in Fig. 4, each transmission period (with a length of M symbols)
under the proposed PT-S protocol is divided into three phases, with lengths v, n and n. Similar to the
TS protocol, in the first phase (TS interval) with a length of v, R performs as a pure EH receiver and
harvests energy from the source. In other words, the two hops of data transmission (via R) only occur in
the second and third phases. In the second phase, R works under the PS protocol with the splitting ratio
ρ. Finally, in the last phase, R forwards the packet to D based on the energy harvested in the previous
two phases.

Under the proposed PT-S protocol, the energy harvested by R in the first phase is given by EPT,1 =
vTs

ηPsz1
ϕ1

. In the second phase, the energy harvested by R with splitting ratio ρ is given by EPT,2 =

nTs
ηρPsz1
ϕ1

. At the same time, the SNR for decoding the data packet at R (in the second phase) actually
shares the same expression as (5), i.e., it is given by γPT,1 = β1(1−ρ). Note that under the PT-S protocol,
each hop of data transmission needs to send k bits via a coding block of length n = M−v

2
. Hence, the

data coding rates of the two hops of relaying are given by r1 = r2 =
k
n
= 2k

M−v .
The reliability performance of the considered network under the proposed PT-S protocol is determined

as follows. In the first hop of data transmission (in the second phase), based on the coding rate r1 = 2k
M−v

and the SNR γPT,1, the decoding error probability at R is given by εPT,1 = P(γPT,1,
2k

M−v ,
M−v
2

). For the
data transmission in the second hop, the energy for transmission is harvested in both the first and second
phases. In particular, the total energy harvested by R under the PT-S protocol is EPT = EPT,1 + EPT,2.
Note that this amount of energy is used by R to forward the data packet (with size k) to D via a block
of length n. Hence, the SNR of the received signal at D is given by

γPT,2 =
EPTz2
nTsϕ2σ2

2

=
ηPsz1z2
ϕ1ϕ2σ2

2

v

n
+
ρηPsz1z2
ϕ1ϕ2σ2

2

= β2

(
2v

M − v
+ ρ

)
.

(14)

Based on γPT,2 and the coding rate r2 = 2k
M−v , the decoding error probability at D is therefore given by

εPT,2 = P(γPT,2,
2k

M−v ,
M−v
2

). Hence, the overall error probability εPT,O under the PT-S protocol can be
determined by inserting εPT,1 and εPT,2 into (9). Therefore, εPT,O is now a function of both v and ρ.
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2) Optimal Design: Under the PT-S protocol, the reliability-optimal design becomes a 2-dimensional
optimization problem:

min
v,ρ

εPT,O (v, ρ)

s.t. γPT,i ≥ 1, i = 1, 2;
v ∈ Z+; v ≤M ;
0 < ρ < 1.

(15)

We next have the following proposition for Problem (15) regarding the relationship between the objective
function and the two optimization variables.

Proposition 3. εPT,1,εPT,2 and εPT,O of a SWIPT-enabled relaying network under the proposed PT-S protocol
are influenced by two parameters, i.e., v, ρ. Under the constraint γPT,i ≥ 1, i = 1, 2 and the assumption
that εPT,O ≈ εPT,1 + εPT,2, if one of these two parameters is fixed, εPT,1,εPT,2 and εPT,O are convex in the
other one.

Proof. See Appendix C.

According to the above Proposition, problem (15) can be efficiently solved by applying successive
convex approximation (SCA) techniques. The key idea is to conduct an iterative search. In particular,
we start with an initialized value of v0 and then have a local problem aiming at minimizing εPT,O (v0, ρ)
over ρ. We solve this local problem and determine the optimal solution ρ1 of this problem according to
Proposition 3. In the next step, based on ρ1 we have a new local problem to minimize εPT,O (v, ρ1) over
v, which can again be efficiently solved according to Proposition 3. Then, we repeat these two steps till
the solution converges. The algorithm flow is provided in Algorithm 1 below.

Algorithm 1 : SWIPT Optimization Algorithm for the Proposed PT-S Protocol.
a) Initialize vi =M/2, i = 0.
b) Solve min

ρ∈(0,1)
εPT,O (vi, ρ) according to Proposition 3, get solution ρi+1.

c) Solve min
v∈(0,M)

εPT,O (v, ρi+1) according to Proposition 3, get solution v∗.

if v∗ is an integer,
then the optimal solution of the local problem is vi+2 = v∗.

else vi+2 = argmin
v∈{vceil,vfloor}

εPT,O (v, ρi+1), where vceil = dv∗e and vfloor = bv∗c.

d) Repeat the steps b)-c) till the solution converges.

Here, we provide a discussion on the convergence of the above algorithm. Considering the local
problem at the ith step, according to the above propositions we have min

ρ
εPT,O (vi, ρ) = εTP,O (vi, ρi+1) ≥

min
v
εTP,O (v, ρi+1) ≥ min

v,ρ
εP,O (v, ρ). Hence, it is easy to show that the optimal value of each local problem

is definitely not lower than the optimal value of the original problem provided in (16). According to [32],
the convergence of the above algorithm is therefore guaranteed, i.e., at least a local optimum can be
achieved. Note that the objective function is smooth and differentiable in (v, ρ) in the feasible set, and
that the objective function is convex in v, ∀ρ ∈ (0, 1), and convex in ρ, ∀v ∈ Z+. Hence, it is easy to show
(e.g., via a proof by contradiction) that the local optimum is unique, thus, it is also the global optimum.

IV. JOINT DESIGN COMBINING BLOCKLENGTH ALLOCATION OVER TWO RELAYING HOPS

In the previous sections, we have addressed the reliability-oriented optimal design for a SWIPT-enabled
relaying network with equal blocklength allocation for the two hops of relaying. In particular, we have
minimized the overall error probability for PS, TS and PT-S protocols by optimally selecting the SWIPT
parameters, i.e., by determining the optimal PS ratio and/or the optimal TS interval. To further improve
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the reliability of the network, in this section, we propose a joint design which combines the optimization
of the SWIPT parameters (i.e., ρ for PS, v for TS and ρ, v for PT-S) and the coding blocklength allocation
between the two hops of relaying.

R performs ID with PS ratio 1-

R to D transmission
 by using the harvested energy

R performs EH with a TS 
interval v

R to D transmission
 by using the harvested energy

R performs EH with PS ratio     



R performs ID

M
n2n1

M
n2n1v

R performs EH 
with a TS interval v

R to D transmission
 by using the harvested energyR performs ID with PS 

ratio 1-

M
n2n1v

R performs EH with PS 
ratio     



A

B

C

Fig. 5. Frame structures of the considered network with blocklength allocation over two hops of relaying.

A. Joint Design for SWIPT-enabled Relaying under the PS Protocol

As shown in Fig. 5-A, the joint design provides a flexibility to the network where n1 and n2 are not
necessarily the same, i.e., a certain blocklength allocation can be performed under the length constraint of
the transmission period n1 + n2 = M . Hence, the harvested energy by R is EP = n1Ts

ηρPsz1
ϕ1

. Therefore,
the SNR of the signal received at D in the second phase is γP,2 =

EPz2
n2Tsϕ2σ2

2
= n1

n2
ρβ2 =

n1

M−n1
ρβ2, where β2

is the channel quality indicator introduced in (8). On the other hand, the coding rate (in bits/symbol) of
the two phases are given by r1 = k

n1
and r2 = k

n2
= k

M−n1
, which result in the corresponding (decoding)

error probabilities of the two hops εP,1 = P(γP,1,
k
n1
, n1) and εP,2 = P(γP,2,

k
M−n1

,M − n1). Finally, the
overall error probability εP,O of the two-hop transmission under the PS protocol is obtained from (9).
Obviously, εP,O under the joint design is a function of both of ρ and n1. Here, we provide an optimal joint
design to minimize this overall probability by the optimal selection of ρ and n1. Recall that we consider
a network supporting URLLC transmissions, where the reliability constraint in terms of the SNR is given
by γi ≥ γth ≥ 0 dB, i = 1, 2. The optimization problem under the PS protocol is

min
ρ,n1

εP,O (ρ, n1)

s.t. γP,i ≥ γth, i = 1, 2;
0 < ρ < 1;
n1 ∈ Z+;n1 ≤M.

(16)

To solve the above problem, we first provide the following proposition:

Proposition 4. Under the constraint γP,i ≥ 1, i = 1, 2, for a given n1, εP,1 and εP,2 are convex in ρ,
ρ ∈ (0, 1). Again, for sufficiently small error probabilities for each link such that εP,O ≈ εP,1 + εP,2,
the overall error probability εP,O is also convex in ρ, ρ ∈ (0, 1). In addition, for given ρ, εP,1, εP,2 and
εP,O ≈ εP,1 + εP,2 are convex in n1 ∈ (0,M).

Proof. See Appendix D.

According to the above proposition, problem (16) can be efficiently solved by applying SCA techniques.
In particular, Algorithm 1 also holds for solving problem (16) by replacing each local problem of v by
the corresponding local problem of n1, and the convergence is also guaranteed.
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B. Joint Design for SWIPT-enabled Relaying under the TS Protocol
As shown in Fig. 5-B, under this joint design, a transmission period under the TS protocol consists

of three phases, which have blocklengths of v, n1, and n2 = M − v − n1, respectively. The harvested
energy and the received SNR at R have the same expressions as in Section III-B, while the decoding error
probability at R becomes εT,1 = P(γT,1,

k
n1
, n1). In addition, the received SNR at D can be expressed as

γT,2 =
ETz2

n2Tsϕ2σ2
2

=
ηPsz1z2
ϕ1ϕ2σ2

2

v

n2

= β2
v

n2

= β2
v

M − v − n1

, (17)

where β2 is the channel quality indicator introduced in (8). Therefore, the decoding error probability at
D is εT,2=P(γT,2,

k
M−v−n1

,M− v− n1). Finally, the overall error probability εT,O can be also determined
based on (9). It is clear that εT,O in this joint design can be minimized by determining the optimal values
of v and n1. The optimization problem for the joint design under the TS protocol is given by

min
v,n1

εT,O (v, n1)

s.t. γT,i ≥ γth, i = 1, 2;
v, n1 ∈ Z+; v, n1 ≤M.

(18)

We provide the following proposition for solving the above optimization problem in (18).

Proposition 5. Under the constraint γT,i ≥ 1, i = 1, 2, and again the assumption that εT,O ≈ εT,1 + εT,2,
for given n1, εT,1, εT,2 and εT,O are convex in v ∈ (0,M − n1). In addition, for given v, εT,1, εT,2 and
εT,O are also convex in n1 ∈ (0,M − v).

Proof. See Appendix E.

Based on Proposition 2, Problem (18) can be solved efficiently by applying the SCA algorithm. In
particular, Algorithm 1 also holds for the TS protocol by replacing each local problem of ρ by the
corresponding local problem of v, and the convergence is also guaranteed.

C. Joint Design for SWIPT-enabled Relaying under the Proposed PT-S Protocol
As shown in Fig. 5-C, within each transmission period under the proposed PT-S protocol, three phases

now have lengths v, n1 and n2 = M − v − n1, respectively. In comparison to the model discussed in
Section III-C, in this joint design the energy harvested by R in the first phase is still given by EPT,1 =
vTs

ηPsz1
ϕ1

while the energy harvested in the second phase becomes EPT,2 = n1Ts
ηρPsz1
ϕ1

. Moreover, the error
probability in data decoding at R is εPT,1 = P(γPT,1,

k
n1
, n1). Note that the total energy harvested by R

under the PT-S protocol is EPT = EPT,1 + EPT,2, which is used at R to forward the data packet to D via
a coding block of length n2 =M − v − n1. Hence, the SNR of the received signal at D is given by

γPT,2 =
EPTz2

n2Tsϕ2σ2
2

=
ηPsz1z2
ϕ1ϕ2σ2

2

v

n2

+
ρηPsz1z2
ϕ1ϕ2σ2

2

= β2

(
v

M − v − n1

+
n1

M − v − n1

ρ

)
.

(19)

Further, the error probability at D is εPT,2 = P(γPT,2,
k

M−v−n1
,M−v−n1). As a result, the overall error

probability εPT,O under the PT-S protocol can be determined according to (9).
Obviously, under this joint design εPT,O is now a function of v, ρ and n1. Therefore, this reliability-

optimal design requires the solution of the following 3-dimensional problem

min
v,ρ,n1

εPT,O (v, ρ, n1)

s.t. γPT,i ≥ 1, i = 1, 2;
v, n1 ∈ Z+, v, n1 ≤M ;
ρ ∈ (0, 1).

(20)
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We next have the following proposition addressing the optimization problem in (20) regarding the
relationship between the objective function and the three optimization variables.

Proposition 6. The overall error probability εPT,O of a SWIPT-enabled relaying network under the proposed
PT-S protocol is influenced by three parameters, i.e., v, ρ, n1. Under the constraint γPT,i ≥ 1, i = 1, 2 and
the assumption that εPT,O ≈ εPT,1 + εPT,2, if two of these three parameters are fixed, εPT,O is convex in
the third one.

Proof. See Appendix F.

According to Proposition 4, Problem (20) can be also solved by SCA algorithms. We provide the flow
of the algorithm in Algorithm 3 on the next page. The feasibility of applying the SCA algorithm and the
convergence guarantee follow the same arguments as in the discussion provided for Algorithm 1.

Algorithm 2 : Joint Design Algorithm for the proposed PT-S Protocol.
a) Initialize ni1 =M/2 and ρi = 0.5, i = 0.
b) Solve min

v∈(0,M−n1)
εP,O (v, ρi, ni1) according to Proposition 3, denote the solution by vi+1.

if v∗ is an integer,
then optimal solution of the local problem is vi+1=v∗.

else vi+1 = argmin
v∈{vceil,vfloor}

εPT,O (v, ρi, ni1), where vceil = dv∗e and vfloor = bv∗c.

c) Solve min
ρ∈(0,1)

εPT,O (vi+1, ρ, ni1) according to Proposition 6, have solution ρi+2.

d) Solve min
n1∈(1,M−vi+1)

εPT,O (vi+1, ρi+2, n1) according to Proposition 6, have solution by n∗1.

if n∗1 is an integer,
then optimal solution of the local problem is ni+3

1 =n∗1.
else ni+3

1 = argmin
n1∈{n1,ceil,n1,floor}

εTP,O (vi+1, ρi+2, n1), where n1,ceil = dn∗1e and n1,floor = bn∗1c.

e) Repeat the steps b)-d) till the solution converges.

So far, we have proposed the instantaneous designs on SWIPT parameter selection in Section III and
the joint design (combining the SWIPT parameter selection with the blocklength allocation over the two
relay hops) in Section IV for the considered SWIPT network in the FBL regime. It is worth mentioning
that the TS protocol and the proposed PT-S (both with only SWIPT parameter selection) address a similar
tradeoff with the joint design, i.e., the tradeoff between EH and data transmission. In particular, the joint
design directly makes the tradeoff by allocating blocklengths for EH and data transmission. In addition,
the TS and PT-S protocols (without blocklength allocation over the two relay hops) address this tradeoff by
adjusting the TS factor v, which influences also the blocklength (given by M−v

2
) for the data transmission

at each hop of relaying. Hence, applying the joint design is expected to result in less improvement in
reliability for the TS and PT-S protocols in comparison to the PS one.

V. NUMERICAL RESULTS AND DISCUSSION

In this section, we resort to Monte Carlo simulations to confirm the accuracy of our analytical model
and evaluate the system performance. We first investigate the reliability achieved by optimally selecting
SWIPT parameters of the PS, TS and the proposed PT-S protocols. Subsequently, we study the performance
improvements by further considering the blocklength allocation between the two relaying hops. In the
simulations, we consider the following parameterization mainly adopted from [25], [28]: Firstly, the
transmission power at the source is set to Ps = 1 Watt. Secondly, noise powers of the two links are
set to σ2

1 = σ2
2 = 0.01. In addition, the energy conversion efficiency is set to η = 0.5. Moreover, the

path-losses are obtained based on ϕi = d−2.7i , i = 1, 2, where d1 and d2 are the distances of the two links
d1 = 1.5 m and d2 = 5 m. Finally, we consider the Rician quasi-static channel fading with the Rician
factor K = 1, i.e., the power in the LOS path and the power in the other scattered paths are balanced.
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Fig. 6. Error probability ε vs. n and ρ, while packet size is set to 150 bits.

200 400 600 800 1000 1200 1400

M

10-10

10-8

10-6

10-4

10-2

100

O
ve

ra
ll 

er
ro

r 
pr

ob
ab

ili
ty

PS proposed
PS exhaustive search
TS proposed
TS exhaustive search
PT-S proposed
PT-S exhaustive search

Fig. 7. Reliability achieved by optimally scheduling SWIPT parameters, i.e., PS ratio ρ or/and TS interval v.

A. Optimal selection of SWIPT parameters

We start with the investigation on the impact of ρ and n on the overall error probability (within a frame)
under the proposed PT-S protocol. The numerical results are provided in Fig. 6. In this simulation, we set
M = 1000 symbols in the figure, and vary the blocklength n of each hop of relaying and ρ. First of all,
the figure demonstrates that the overall error probability is convex in n and ρ in the reliable region (e.g.,
the error probability is lower than 10−1). Note that as M is fixed, v = M − 2n is affine in n, and vice
versa. The figure actually indicates that the overall error probability is also convex in v. These results
exactly confirm Proposition 3. Moreover, recall that both the PS and TS protocols can be seen as two
specific cases of the PT-S protocol, the performance of the PS and TS protocols can also be observed
from the figure. In particular, the performance of the PS protocol can be observed from the curve as ρ
varies at point n = M/2 = 500, i.e., the left-side edge of the surface. It can seen that when n = 500,
the overall error probability is convex in ρ, which is predicted by Proposition 1. On the other hand, the
right-side edge of the surface, i.e., the curve at ρ = 0 is actually the performance of the TS protocol. This
curve shows that the overall error probability under the TS protocol is convex in n. As v =M − 2n and
M is fixed, this curve actually indicates that the overall error probability is convex in v, which confirms
Proposition 2.

Next, we study the impact of the length of the transmission period M on the overall error probability
averaged over channel fading, where the proposed optimal SWIPT parameter selection is performed at
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each channel realization. In particular, we evaluate the overall error probability under these three protocols
by applying optimization techniques (i.e., backtracking line search) according to Algorithms 1 and 2
while also providing the results obtained by applying exhaustive search as performance benchmarks.
The results are shown in Fig. 7. We observe that for each protocol the proposed algorithm achieves
the same performance as exhaustive search (which in general has significantly high complexity), which
verifying again the accuracy of our analysis. In addition, all the curves decrease as the M increases.
More importantly, it can be observed that the proposed PT-S protocol outperforms both the PS and the
TS protocols, demonstrating that the PT-S protocol achieves a better tradeoff between the SNR and the
blocklength in minimizing the overall error probability. In particular, the performance advantage of the
PT-S protocol become more significant as M increases, i.e., achieving an ultra-reliable requirement with a
shorter blocklength in comparison to the PS and TS protocols. Moreover, in comparison to the PS protocol,
the TS protocol is more reliable for long blocklength scenarios, while the PS protocol is preferred over
the TS scheme when the blocklength is quite short.

We next investigate the impact of the packet size of k bits on the reliability performance (also the
average reliability over channel fading) in Fig. 8. As expected, a bigger packet size results in a higher
error probability for all the three protocols. In addition, the PT-S protocol shows again the reliability
advantage in comparison to the TS protocol and the PS protocol. When comparing the PS protocol with
the TS scheme, we find that the TS protocol is preferred when the packet is small. On the other hand,
the PS protocol has a better reliability performance in the regime of relatively large packet sizes.

B. The performance improvement by the joint design
In the previous subsection, we have investigated in the FBL regime the optimal reliability performances

achieved by SWIPT parameter optimization. In the following, we focus on the performance of the joint
design which considers both the SWIPT parameter optimization and the blocklength allocation between
two relaying hops. We first validate the analytical model of the proposed joint design for the PS, TS and PT-
S protocols as well as Propositions 4, 5 and 6. Subsequently, we illustrate the performance improvement by
the joint design, i.e. the additional degrees-of-freedom/flexibility introduced by the blocklength allocation
between relaying hops.

In Fig. 9 and Fig. 10, we provide under the joint design the overall error probability results of the PS
and TS protocols, respectively. Fig. 9 shows that in the joint design for the PS protocol the instantaneous
overall error probability is convex in ρ and n1 in the reliable region (e.g., the error probability is lower than
10−1), which confirms Proposition 4. In addition, Fig. 10 agrees with the characterization in Proposition 5
that the instantaneous overall error probability of the TS protocol in the reliable region is convex in v and
n1, respectively. Moreover, Proposition 6 describes the relationship between the overall error probability of
the PT-S protocol in the joint design over parameters ρ, v and n1. However, this 4-dimensional relationship
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cannot be illustrated by a 3-dimensional figure, unlike for Propositions 4 and 5. To verify Proposition 6,
we have studied the overall error probability by setting different values for either v or ρ and obtained two
sets of convex surfaces. Due to the page limitations, these two groups of results are not included in the
paper, but it should be mentioned that the surfaces obtained by varying the values of ρ (for fixed values
of v) share a similar shape with Fig. 9 while the ones for fixed values of ρ are similar to Fig. 10.

Next, by applying the proposed joint design during each frame, we obtained the reliability performance
(over channel fading) for all the three protocols. The results are shown in Fig. 11 where the corresponding
performances achieved by applying exhaustive search are also provided. First of all, the figure illustrates
that both the proposed algorithms and the exhaustive search achieve the same performance for the
considered network operating with the joint design. Secondly, in comparison to Fig. 7 where the PT-
S protocol has a significant performance advantage over the PS and TS protocols, the gap between the
PT-S protocol and the other two protocols are relatively short owing to the joint design as shown in
Fig. 11.

To further investigate the impact of the joint design on these protocols, we provide in Fig. 12 a
set of comparisons between purely applying optimal SWIPT parameter selection and the joint design.
From the figure, it is easy to notice the performance improvement (for each protocol) by applying the
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Fig. 11. The average reliability performance (over channel fading) achieved by the joint design.

joint design in comparison to purely optimizing the SWIPT parameters. In general, the performance
improvements are relatively more significant when M is large for all protocols. On the other hand, the
reliability improvements by applying the joint design are not the same for different protocols. In particular,
the reliability improvements for the TS and PT-S protocols are relatively less in comparison to the one
for the PS protocol. In particular, this improvement for the PT-S protocol is even tinier than for the TS
protocol, as by selecting ρ and v the PT-S protocol already achieves an excellent tradeoff between EH
and data transmission. These observations confirm our discussion at the end of Section IV.

VI. CONCLUSION

In this paper, we have investigated the reliability performance of a SWIPT-enabled relaying network in
the FBL regime. We have provided a three-step design to improve the reliability of the network. First, we
have considered the PS and the TS protocols and minimized the overall error probability of the network
by optimally choosing the SWIPT parameters, PS ratio ρ and TS interval v. Secondly, we have shown that
in the FBL regime there is a tradeoff between the SNR and the blocklength, while both of them influence
the reliability. Then, we have proposed the PT-S protocol to improve the reliability by achieving a better
tradeoff (than the PS and TS protocols). In addition, to improve the reliability one step further, we have
proposed a joint design combining both the SWIPT parameter optimization with blocklength allocation
between the two hops of relaying.

Via simulations, we have verified the accurateness of our analytical characterizations. In addition,
we have observed that the proposed algorithms achieve the same performance as exhaustive search.
More importantly, we have demonstrated the performance advantage of the proposed PT-S protocol
in comparison to the TS and the PS protocols. Moreover, we have determined that in comparison
to the PS protocol, the TS protocol is more reliable under long blocklength and small packet size
scenarios. Furthermore, the joint parameter optimization and blocklength allocation lead to a significant
reliability improvement for the PS protocol and a considerable improvement for the TS protocol but a
tiny improvement for the proposed PT-S protocol. In particular, (although the proposed PT-S outperforms
PS and TS protocols under the scenario with only SWIPT parameter selection) applying the joint design
reduces the performance gap between these protocols. This indicates that similar and excellent tradeoff
performances, i.e., between the blocklength and the SNR, have been achieved by applying the proposed
PT-S protocol and by applying the PS or TS protocols with the proposed joint design. As the tradeoff
is addressed from different perspectives but converged to a similar performance is observed, this also
indicates that these results are close to the reliability bound which can be achieved by balancing the
blocklength and the SNR. Our study suggests the enabling of the relay node to operate using the PT-S
protocol, as the PT-S protocol definitely leads to a better performance than the PS and TS protocols. On
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∂2wP,i

∂ρ2
=

β2
i√

V (γP,i)

ni
(γ2P,i − ri + 1)2

(( 3 loge 2

((γP,i + 1)2 − 1)2
+

3 loge 2

((γP,i + 1)2 − 1)

)
(C(γP,i)− ri)− 1− 2

(γP,i + 1)2 − 1

)
.

(22)

the other hand, when the joint design is considered and the corresponding additional costs (i.e., cost for
synchronization and transmitting the blocklength allocation decision and relatively high computational
complexity for solving the joint design problem) are taken into account, the relay operating in a single
mode (PS or TS) could also provide a competitive reliability performance.

In this work we provided reliability-oriented designs for a SWIPT-enabled relaying network with a
linear energy harvester. It is worth mentioning that recent studies [33]–[36] have shown that a non-linear
EH model is more practical and actually introduces a tradeoff between EH and data decoding. This tradeoff
can be addressed by considering signalling designs. The reliability performance model and optimal design
combining the signalling with SWIPT parameter selection and blocklength allocation are also interesting
and open research issues in both the IBL and FBL regimes.

APPENDIX A
PROOF OF PROPOSITION 1

We prove the proposition by showing the second order derivatives of εP,1, εP,2 and εP,O with respect
to ρ are non-negative. To facilitate the proof, we denote wP,i(γP,i) =

C(γP,i)−ri√
V (γP,i)/ni

. Then, according to (4),

for link i, for i = 1, 2, we have

∂2εP,i
∂ρ2

=
1√
2π

exp

(
−
w2

P,i

2

)(
wP,i

(
∂wP,i

∂ρ

)2

− ∂
2wP,i

∂ρ2

)
. (21)

Hence ∂2εP,i
∂ρ2
≥ 0 if ∂2wP,i

∂ρ2
≤ 0. In addition, we can obtain ∂2wP,i

∂ρ2
, which given in (22).

Hence, ∂2wP,i(γP,i)

∂ρ2
≤ 0, if the following condition holds

3 loge 2(C(γP,i)− ri) ≥ (γP,i + 1)2 − 1 . (23)

It is easy to show (γP,i+1)2−1 ≥ 3 loge 2 · C(γP,i) ≥ 3 loge 2(C(γP,i)−ri), ∀ γP,i ≥ 1 = 0 dB. Therefore,
∂2εP,i
∂ρ2
≥ 0, i = 1, 2.

Note that the blocklengths of the two hops are fixed and that the two channels are independent of each
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other. Then, we have the second derivative of εP,O with respect to ρ given as follows:

∂2εP,O
∂ρ2

≈ ∂2ε1
∂ρ2

+
∂2ε2
∂ρ2

. (24)

As a result, ∂2εP,O
∂ρ2

≥ 0 holds.

APPENDIX B
PROOF OF PROPOSITION 2

Similar to the proof of Proposition 1, here we prove Proposition 2 by showing the second order
derivatives of εT,i, i = 1, 2 in v are non-negative. We introduce wT,i =

C(γT,i)−r√
V (γT,i)/n

. Then, we have εT,i =

Q(wT,i). Note that v =M − 2n and M is a constant. Then, the second derivative of εT,i with respect to
v is given by

∂2εT,i
∂v2

= 4
∂2εT,i
∂n2

= 4
∂2εT,i
∂w2

T,i

(
∂wT,i

∂n

)2
+4

∂εT,i
∂wT,i

∂2wT,i

∂n2

=
4√
2π
e
− w2

T,i
2

(
wT,i

(
∂wT,i

∂n

)2
− ∂

2wT,i

∂n2

)
.

(25)

It is clear that ∂2εT,i
∂v2

≥ 0 holds if ∂2wT,i

∂n2 ≤ 0. In the following, we analyze ∂2wT,1

∂n2 and ∂2wT,2

∂n2 in more
detail.

For the first hop of relaying, we have ∂wT,1

∂n
=

C(γT,1)n+k

2n2

√
V (γT,1)

n

≥ 0 and the second derivative ∂2w
∂n2 is further

given by

∂2wT,1

∂n2
= − C(γT,1)n+ 3k

2n3
√
V (γT,1)/n

≤ 0 . (26)

Therefore, we have ∂2εT,1
∂v2
≥ 0.

For the second hop of relaying, the first derivative of wT,2 with respect to n is
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In addition, the second derivative is given by

∂2wT,2

∂n2
=

√
n

V (γT,2)
(A1 + A2(C(γT,2)− r)) , (28)

where A1 and A2 are given by (29) and (29) on the next page.
To show that A1 is negative, we reformulate A1 by

A1 = B4β
4
2 +B3β

3
2 +B2β

2
2 +B1β2 , (31)

where
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A1 =−

(
2β2M+n

((
β2(M−2n)

n
+1
)2
−1
)(

β2(M−2n)
n

+1
))(

β2M − kloge 2·
(
β2(M−2n)

n
+1
))

n4(γT,2+1)2((γT,2 + 1)2 − 1)

−

((
β2(M−2n)

n
+1
)2
−1
)(

β2
2M2 − 2β2Mn

(
β2(M−2n)

n
+1
)
+2k loge 2n

(
β2(M−2n)

n
+1
)2)

n4(γT,2+1)2((γT,2+1)2 − 1)
.

(29)

A2 =
1

n4(γT,2+1)2((γT,2+1)2−1)2



3β2
2M2

((
β2(M−2n)

n
+ 1
)2
− 1

)
−3β22M2 −

3n2

((
β2(M−2n)

n
+1
)2
−1
)2(

β2(M−2n)
n

+1
)

4

−n2

((
β2(M−2n)

n
+ 1
)2
− 1

)2(
β2(M−2n)

n
+ 1
)2

−2β2Mn2

((
β2(M−2n)

n
+1
)2
−1
)(

β2(M−2n)
n

+1
)2

−5bMn

((
β2(M−2n)

n
+1
)2
−1
)(

β2(M−2n)
n

+1
)


. (30)

B4 = −
(M−2n)2

n3

(
k loge 2 ·M2 + 2Mn2 − 4k loge 2 ·Mn

+ 4k loge 2 · n2
)
,

B3 = −
(M−2n)

n2

(
−M2n+ 4k loge 2 ·M2 + 6Mn2

− 16k loge 2 ·Mn+ 16k loge 2 · n2
)
,

B2 = −
3kM2 loge2+4Mn2−16kMn loge2+20kn2 loge2

n
,

B1 = 4k loge 2 · n .

Note that β2 > 1 and it holds that A1 ≤ (B4 + B3)β
3
2 + B2β

2
2 + B1β2 for B4 ≤ 0. In addition, m > 2n.

Moreover, the following inequality holds:

B4 +B3 = −
M2 − 4n2

n3

(
k loge 2 ·M2 +Mn2

− 4k loge 2 ·Mn+ 4k loge 2 · n2
)

= −M
2−4n2

n3

(
k(M2−4Mn+4n2)+Mn2

)
loge 2

≤ 0 .

Therefore, we have A1 ≤ (B4 + B3 + B2 + B1)β2 = β2
4∑
i=1

Bi. In other words, A1 ≤ 0 if
4∑
i=1

Bi ≤ 0.

With some manipulations we obtain
4∑
i=1

Bi = −
M2 (kloge2 (M − 3n) (M − n) +Mn2)

n3
. (32)

To show
4∑
i=1

Bi ≤ 0, we in the following consider two cases depending on whether or not M − 3n ≥ 0.
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When M ≥ 3n, it is actually easy to show that
4∑
i=1

Bi ≤ 0. In the case in which M< 3n, it is clear that
4∑
i=1

Bi < 0 if mn
loge 2·(M−n)(3n−M)

> k
n

, which holds due to the following:

Assume that mn
loge 2·(M−n)(3n−M)

> k
n

does not hold under the condition M < 3n. Then, we have

C(γT,2)−
k

n
<

loge2 · (M − n)(3n−M)−Mn

loge2 · (M − n)(3n−M)
< 0 . (33)

Note that the error probability of each link is lower than 10−1, i.e., we have εi ≤ 10−1 ≤ 1
2
. This reliability

constraint implies that the coding rate is lower than the Shannon capacity of each link, i.e., C(γT,2)− k
n
> 0

which contradicts (33) hence the assumption of mn
loge 2·(M−n)(3n−M)

> k
n

is not true. As a result, A1 ≤ 0
holds for all possible values of n and M under the conditions that 2n < m and β2 > 1.

Next, we have A2 = D6β
6
2 +D5β

5
2 +D4β

4
2 +D3β

3
2 +D2β

2
2 , where

D6 = −
(M − 2n)6

n4
≤ 0 ,

D5 = −
(M − 2n)4 (27M − 54n+ 8Mn)

4n3
≤ 0 ,

D4 = −
(M − 2n)2

4n2

(
32M2n+ 75M2

− 64Mn2 − 308Mn+ 268n2
)
,

D3 =
6M2 (M − 2n)

n
− 10M(M − 2n)2

− 15M(M − 2n)2

n
− 18(M − 2n)3

n
≤ 0 ,

D2 = −4M2n− 20M2 + 8Mn2 + 48Mn− 28n2 ≤ 0 .

Note that M ≥ 2n, it is easy to show that Di ≤ 0, i = 6, 5, 3, 2. Similar to the discussion regarding (32),

it is easy to show
6∑
i=4

Di ≤ 0. As β2 ≥ 1, we have 0 ≥ (D6 +D5 +D4)β
6
2 ≥ D6β

6
2 +D5β

5
2 +D4β

4
2 . Note

that D3β
3
2 ≤ 0 and D2β

2
2 ≤ 0. As a result, we have A2 ≤ 0.

Combining A1 ≤ 0 and A2 ≤ 0, we have

∂2wT,2

∂n2
=

√
n

V (γT,2)
(A1 + A2 + A3(C(γT,2)− r)) ≤ 0 . (34)

According to (25), we have ∂2εT,2
∂v2
≥ 0. Finally, we obtain ∂2εT

∂v2
≈ ∂2εT,1

∂v2
+

∂2εT,2
∂v2
≥ 0.

APPENDIX C
PROOF OF PROPOSITION 3

When v is fixed, i.e., v = v0 and v0 is a constant, the SNR in the second hop becomes γPT,2 =
β2(

2v0
M−v0 + ρ) = β2(uρ + ρ) = βP,2ρ, where u = 2v0

M−v0 and βP,2 = ρ(1 + u)β2. Now the SNRs in each
hop under the PT-S protocol for a fixed v = v0 are identical to the SNRs under the PS protocol. It is
also obvious that the constraint γP,2 ≥ 1 still holds for βP,2 > β2. Thus, the proof of Proposition 1 can be
directly applied to prove Proposition 3.

When ρ is fixed, i.e., ρ = ρ0, the SNR in the first hop becomes γPT,1 = β1(1 − ρ0) = βT,1. Then, the
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SNR in the second hop is given by

γPT,2 = β2

( v

M − v
+ ρ0

)
= β2

( v

M − v
+K

v

M − v

)
= βT,2

( v

M − v

)
,

(35)

where K = (M−v)ρ
v

and βT,2 = (1 + K)β2. The SNR in each hop under the PT-S protocol for a fixed
ρ = ρ0 is identical to the corresponding SNRs under the TS protocol. Thus, the proof of Proposition 2
can also be directly applied to for Proposition 3.

APPENDIX D
PROOF OF PROPOSITION 4

First, the proof of Proposition 1 is based on the assumption that blocklengths of the two relaying hops
are fixed (regardless of whether they have an equal length or not). Therefore, this proof also holds for
the first statement of Proposition 4, i.e., for a given n1, εP,1, εP,2 and εP,O ≈ εP,1 + εP,2 are convex in ρ,
ρ ∈ (0, 1).

In addition, for the second statement of Proposition 4, where ρ is given, by substituting n1 for v, the
proof of Proposition 2 also holds. In particular, the SNRs under the PS protocol with the joint design in
the first and second hops are γP,1 = βP,1 and γP,2 = βP,2(

v
M−v ), i.e., they share the same analytic form with

the SNRs under the TS protocol. Therefore, proof of Proposition 2 also holds, i.e., the second derivative
of εP,O with respect to n1 is non-negative.

APPENDIX E
PROOF OF PROPOSITION 5

When n1 is given, εT,1 is not influenced by v, i.e., ∂2εT,1
∂v2

=0. Note that v =M −n1−n2 where M and
n1 are fixed. Based on (26) and (34), it can be easily shown that ∂2εT,2

∂v2
=

∂2εT,2

∂n2
2
≥0. Hence, ∂2εT,O

∂v2
≥0 and

εT,O is convex in v for a given n1.
In the other case, v is given as v0. In the following, we show the second order derivatives of εT,i, i = 1, 2

in n1 are non-negative. In this case, the SNR in the second hop is:

γT,2 = β2
v0

M − v0 − n1

= β′2
1

(M0 − n1)
, (36)

where β′2=β2v0 and M0=M−v0. Recall that εT,i=Q(wT,i). In the following, we start with the relationship
between wT,2 and wT,1 with n1. The second derivative of wT,2 to n1 is given by

∂2wT,2

∂n2
1

=

√
M0 − n1

V (γT,2)

[
A′1 + A′2

(
C(γT,2)−

k

(M0 − n1)

)]
, (37)

where

A′1 = G4β
′4
2 +G3β

′3
2 +G2β

′2
2 ,

A′2 = H6β
′6
2 +H5β

′5
2 +H4β

′4
2 +H3β

′3
2 +H2β

′2
2

+H1β
′1
2 +H0β

′0
2 ,
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in which

G4 = −k loge 2,
G3 = (M0 − n1)

2 − 4k loge 2(M0 − n1) ,

G2 = −3k loge 2(M0 − n1)
2 ,

H6 = −3(M0 − n1)
4 − 4 ,

H5 = −18(M0 − n1)
5 − 24(M0 − n1) ,

H4 = −45(M0 − n1)
6 − 6(M0 − n1)

4 − 56(M0 − n1)
2 ,

H3 = −60(M0 − n1)
7 − 12(M0 − n1)

5 − 72(M0 − n1)
3 ,

H2 = −45(M0 − n1)
8 − 51(M0 − n1)

4 ,

H1 = −18(M0 − n1)
9 + 12(M0 − n1)

7 + 6(M0 − n1)
5 ,

H0 = −
(
3(M0 − n1)

10 − 6(M0 − n1)
8 + 3(M0 − n1)

6
)
.

We first discuss A′1. Note that β′2 > 1, and we have that A′1 ≤ (G4 + G3)β
′3
2 + G1β

′2
2 for G4 ≤ 0. It

also holds that G4 +G3 +G2 = −k loge 2+ (M0− n1)
2− 4k loge 2(M0− n1)− 3k loge 2(M0− n1)

2 ≤ 0.
Hence, we have A′1 ≤ G4 +G3 +G2 ≤ 0.

In addition, it is clear that Hi < 0 ∀ i = 0, 1, ..., 6 and n2 = (M0 − n1) ∈ Z+. Therefore, we can show
A′2 < 0 similarly. Then, we have ∂2WT,2

∂n2
1
< 0 as A′1 ≤ 0 and A′2 < 0. Hence, we have ∂2εT,2

∂n2
1
≥ 0, according

to (25). In addition, from (26), we have ∂2εT,1

∂n2
1
≥ 0. Therefore, ∂2εT,O

∂n2
1
≥ 0 and thus, εT,O is convex in n1

for a given v.

APPENDIX F
PROOF OF PROPOSITION 6

When v and ρ are fixed, according to Appendix E, εPT,1, εPT,2 and εPT,O are convex in n1. Subsequently,
when v and n1 are fixed, the convexity of εPT,1, εPT,2 and εPT,O in ρ is confirmed by the proof in Appendix
A. Finally, when ρ and n1 are fixed, the proof in Appendix B holds for showing the convexity of εPT,1,
εPT,2 and εPT,O in v.
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